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The ‘Great Reset’: A Technocratic Agenda that
Waited Years for a Global Crisis to Exploit
How the ‘great reset’ ideology of un-elected bureaucrats would steer society
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By Tim Hinchliffe
Global Research, May 27, 2021
The Sociable 2 November 2020

Theme: Intelligence, Police State & Civil
Rights, Science and Medicine

First published in November 2020

In the face of a global pandemic, an un-elected body of global bureaucrats based in Davos,
Switzerland has asked the world to trust its vision of a technocratic “great reset,” knowing
full  well  the public would never go for such a request had it  not been for the golden
opportunity they’d all been waiting for.

When the head of the World Economic Forum (WEF), Klaus Schwab, announced in June
that “Now is the time for a great reset,” it wasn’t the first time he called for it.

In fact, he called on the WEF to start the great reset over five years ago (see video below),
but this year he’s saying that COVID-19 is the most urgent reason to restructure all of
society and the global economy.

The great reset agenda was already in place long before the coronavirus pandemic, and the
WEF was just waiting for a crisis to exploit it.

Prior to this year, implementing worldwide lockdowns that destroy businesses,
wreck  the  economy,  and  leave  people  destitute  and  stripped  of  their
constitutional rights while trying to enact invasive contact tracing, immunity
passports,  and  otherwise  massive  bio-electronic  surveillance  apparatuses
would never have been accepted by the citizens of a free society

The so-called great reset is an old ideology touted for decades by globalists like Henry
Kissinger, who opined in 2014, “Never before has a new world order had to be assembled
from so many different perceptions, or on so global a scale.”

The great reset is the proposed mechanism for setting in motion a new global order, but it
wouldn’t  be  possible  to  bring  forth  such  a  bold  plan  without  a  global  crisis,  be  it
manufactured or of unfortunate happenstance, that shocks society to its core.

“The pandemic represents a rare but narrow window of opportunity to reflect,
reimagine, and reset our world to create a healthier, more equitable, and more
prosperous future” — Klaus Schwab, WEF
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In this story, I will attempt to dissect:

What types of invasive surveillance technologies will be required by the great
reset
Why the great reset is being re-branded and pushed in 2020
How the Davos crowd is trying to sell the great reset Utopia
Who will be asked to give up their privacy for the common good
When humans become hackable
Where you have the power to choose

With the arrival of the coronavirus pandemic, the WEF has the perfect excuse to quickly
enact its vision for steering society towards a more invasive and intrusive, technocratic
future in the name of serving the common good.

The un-elected architects of the great reset envision a Utopian world of inclusivity, equality,
and sustainability that will require trust in emerging technologies like AI, 5G, Blockchain,
and robotics, in order to usher in their golden dawn.

WEF Great Reset Agenda

Great  Reset  Will  Require  Trust  in  Invasive  Surveillance  Tech:  WEF Promotes
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Health Passports & Contact Tracing

In order to bring about the great reset, it will require trust in the technology, and to be more
specific,  the  WEF would  like  to  have  greater  trust  in  “crisis-relevant  tech,”  which  includes
developing digital  health  passports  and contact  tracing,  under  a  new form of  internet
governance.

“The use of  digital  technology during the COVID-19 crisis  offers  clear  lessons
[…]  Target  mistrust  broadly  to  enable  specific  crisis-relevant  tech”  —  Daniel
Dobrygowski, WEF

“The  Great  Reset  will  require  new  institutions  and  business  models,  and  new  digital
technologies to build them,” wrote the WEF Head of Corporate Governance and Trust, Daniel
Dobrygowski, in a blog post. “The necessary collaboration, however, is only possible if we
solve the digital trust problem,” he added.

According to the Dobrygowski, “The use of digital technology during the COVID-19 crisis
offers clear lessons,” one of those being, “Target mistrust broadly to enable specific crisis-
relevant tech.”

The WEF openly supports the development of so-called “crisis-relevant tech” as evidenced
by its backing the development of health passports, which act as digital records of your
health status to determine whether or not you are free to travel or even go outside.

Earlier this year the WEF announced it  was supporting the development and launch of
CommonPass— a platform whose mission is “to develop and launch a standard global model
to enable people to securely document and present their COVID-19 status (either as test
results  or  an  eventual  vaccination  status)  to  facilitate  international  travel  and  border
crossing while keeping their health information private.”

“Contact tracing apps can be powerful weapons against the virus – but they
can also be tools for state surveillance” — WEF report

The WEF also lent its support to another health passport initiative called CovidPass, which
was built by one of the WEF’s own “Young Global Leaders,” Mustapha Mokass, who used to
be an advisor at the World Bank.

CovidPass “uses blockchain technology to store encrypted data from individual blood tests,
allowing users to prove that they have tested negative for COVID-19.”

In supporting both CommonPass and CovidPass, the Davos elite have made it clear they
want “crisis-relevant tech” like health passports to be part of the great reset solution.

Ask yourself, would the idea of being forced to electronically prove your current health
status in order to travel or even leave your own home have been acceptable 10 months
ago?

Why is this happening now?

The die was cast years ago, but only now do the Davos elite see a shrinking, yet golden

https://www.weforum.org/agenda/2020/06/the-great-reset-and-digital-trust-3-lessons-on-digital-tools-from-the-covid-19-crisis/
https://www.weforum.org/projects/commonpass
https://www.weforum.org/projects/commonpass
https://www.weforum.org/people/mustapha-mokass
https://www.weforum.org/agenda/2020/07/covid-19-passport-app-health-travel-covidpass-quarantine-event/
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opportunity, to create a new world order out of the coronavirus chaos.

COVID Presents a ‘Shrinking, Golden Opportunity’, Great Reset Is Not a Response
to the Coronavirus

In June Prince Charles praised the great reset agenda for its potential to “make people more
receptive  to  big  visions  of  change”  after  having  suffered  through  “unprecedented
schockwaves.”

“We  have  a  golden  opportunity  to  seize  something  good  from  this  crisis  —  its
unprecedented shockwaves may well make people more receptive to big visions of change,”
the prince told the WEF.

Would the idea of being forced to electronically prove your current health
status in order to travel or even leave your own home have been acceptable
10 months ago?

Prince Charles may have let on more than he cared to share, or thought you would notice.
Again, he’s telling you that the great reset was always the plan. COVID-19 is the excuse.

In  other  words,  the  coronavirus  crisis  presents  a  golden  opportunity  for  the  global
establishment to further its agenda upon a frightful and angry population that has been so
beaten down by the pandemic and subsequent lockdowns that they will have become more
susceptible to giving over their freedoms to the idea of greater centralized power and
control.

Prince Charles went on, “As we move from rescue to recovery, we have a unique but rapidly
shrinking window of opportunity to learn lessons and reset ourselves on a more sustainable
path. It is an opportunity we have never had before and may never have again.”

“We have a golden opportunity to seize something good from this crisis — its
unprecedented  shockwaves  may  well  make  people  more  receptive  to  big
visions of change” — Prince Charles

The British royal’s words echo those of WEF Director Schwab, who said, “The pandemic
represents  a  rare  but  narrow  window  of  opportunity  to  reflect,  reimagine,  and  reset  our
world  to  create  a  healthier,  more  equitable,  and  more  prosperous  future.”

Again, why is the window of opportunity so narrow? Could the seeds of their grand strategy
only flower while the world was distracted and divided amidst the chaos?

The  Lure  of  Utopia  Has  Many  Hooks:  Giving  Up  Privacy  &  Freedom for  the
Common Good

Prior to this year, implementing worldwide lockdowns that destroy businesses, wreck the
economy, and leave people destitute and stripped of their constitutional rights while trying
to enact invasive contact tracing, immunity passports, and otherwise massive bio-electronic
surveillance apparatuses would never have been accepted by the citizens of a free society.
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But the coronavirus pandemic has opened a “narrow window” for a “golden opportunity,”
and once this crisis is over, the Davos club fears that the window may be shut forever.

The WEF admits in its own contact tracing governance framework that “Contact tracing apps
can  be  powerful  weapons  against  the  virus  –  but  they  can  also  be  tools  for  state
surveillance.”

Yet, the WEF believes that people should balance certain freedoms to serve the common
good.  It  is  a  global  vision  without  a  clear  end,  and  it  is  one  that  flies  in  the  face  of
constitutional  republics  that  protect  certain  unalienable  rights.

“This new mindset would balance concerns over privacy and other issues with
the potential to create value and improve lives” — WEF report

According to the WEF framework, enacting contact tracing technology would “not be easy
and will require a new social consensus that embraces the use of technology to resolve
problems for the good of all.”

Additionally, “This new mindset would balance concerns over privacy and other issues with
the potential to create value and improve lives.”

In order to enact invasive technologies upon the population, citizens of the world will have
to realize that it’s for the greater good and that they should change their mindsets to be
less concerned about “privacy and other issues” and more excited about “the potential to
create value and improve lives.”

The great reset “will require stronger and more effective governments […] and
it will  demand private-sector engagement every step of the way” — Klaus
Schwab, WEF

Just about every proponent of contact tracing and health passports, including the WEF, all
declare that technology should be used and governed ethically, but you hardly see any
mention of winning the consent of the people.

Instead, they lobby stakeholders and policymakers to carry the torch in imparting the global
vision from the top of the capstone and on-down.

“As we move from rescue to recovery, we have a unique but rapidly shrinking
window  of  opportunity  to  learn  lessons  and  reset  ourselves  on  a  more
sustainable path. It is an opportunity we have never had before and may never
have again” — Prince Charles

If the coronavirus were to disappear from the earth today, would the WEF have to wait for a
new global crisis, or would it push-on with the same reset agenda, regardless?

According  to  the  WEF  director,  the  great  reset  “will  require  stronger  and  more  effective
governments […] and it will demand private-sector engagement every step of the way.”

“The world must act jointly and swiftly to revamp all aspects of our societies and economies,

https://www.weforum.org/agenda/2020/08/contact-tracing-apps-privacy-framework-appa-data-governance/
https://www.weforum.org/agenda/2020/07/why-covid-19-contact-tracing-must-be-efficient-effective-and-responsible/
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from education to social  contracts and working conditions,” he added. “We must build
entirely new foundations for our economic and social systems.”

In creating order out of the coronavirus chaos, the great reset promises to bring about “a
more secure, more equal, and more stable world.”

Is that how they plan to win our trust? By promising us a Utopia if we just go along with it?

Bio-Electronic Surveillance and Hackable Humans

We haven’t  even  gotten  into  how  the  great  reset  would  affect  the  world’s  money  system
and the role  of  blockchain  and digital  payments,  but  when you look  at  digital  health
passports and contact tracing apps, you are looking at sophisticated form of bio-electronic
surveillance that the world has never been seen before.

“We are no longer mysterious souls; we are now hackable animals” — Yuval
Harari, WEF

When you combine biological data with advanced computing power, what you get is the
ability to hack humans.

Speaking  in  Davos  over  the  past  few  years,  historian  Yuval  Harari  has  stated  that
“organisms are algorithms” and that “new technologies will soon give some corporations
and governments the ability to hack human beings.”

“The power to hack human beings can of course be used for good purposes like provided
much better healthcare,” said Harari, adding, “but if this power falls into the hands of a 21st
Century Stalin, the result will be the worst totalitarian regime in human history, and we
already have a number of applicants for the job of 21st Century Stalin.”

“In Stalin’s USSR the State monitored members of the Communist elite more than anyone
else. The same will be true of future total surveillance regimes.”

The great reset calls to restructure every aspect of society, and it can only do so if people
trust the increasingly invasive, bio-electronic surveillance technology they wish to deploy.

“In Stalin’s USSR the State monitored members of the Communist elite more
than anyone else. The same will be true of future total surveillance regimes” —
Yuval Harari, WEF

The more people know that someone is watching them, the more they will change their
behavior. Just being aware that someone is monitoring your every digital transaction, will
cause you to conform to certain norms.

As a population grows-up under massive surveillance, it will adapt its behavior to appear
normal to society but compliant to authority. Over time, the citizens will police themselves
out of fear.

Take a look at Communist China’s surveillance state, and you will see what I mean.

https://sociable.co/technology/hack-human-algorithms-davos-wef/
https://sociable.co/technology/hack-human-algorithms-davos-wef/
https://sociable.co/technology/hackable-humans-godlike-digital-dictators-data-colonies-wef/
https://www.youtube.com/watch?v=gPr8nComZVg
https://www.youtube.com/watch?v=gPr8nComZVg
https://sociable.co/?s=CHINA
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The WEF Wants to Win Your Trust, You Have a Choice

Tyranny arrives in subtle stages. It’s slow at first, but before you realize it even exists, it has
already won.

That is what I see happening with the unholy merger of “the great reset” with “the new
normal.”

Those who pull the strings have been begging for a global crisis to unleash their worldwide
restructuring of society and the economy.

This year, in the face of a global pandemic, an un-elected body of global lobbyists based in
Davos, Switzerland has asked you to have faith in their vision of a technocratic Utopia,
knowing full well they could never issue such a request had it not been for the golden
opportunity they had all been waiting for.

And that is where your power lies, dear reader. It’s your choice.

You can believe the WEF vision shared by some of the world’s most influential bureaucrats,
or you can be skeptical of the whole establishment agenda that asks you to just trust the
plan.

*

Note to readers: please click the share buttons above or below. Forward this article to your
email lists. Crosspost on your blog site, internet forums. etc.
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technology impacts society and the parallels between Artificial Intelligence and Mythology.
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