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Millimeter Microwaves: ‘Anti-Terror’ Artificial
Intelligence Scanners

By Pippa King
Global Research, June 06, 2016
21st Century Wire 5 June 2016

Region: Europe
Theme: Police State & Civil Rights

There is a new technology being tested for use on UK civilians en masse on our
streets, millimetre microwave scanners.

These electromagnetic radiation scanners, which use Ultra Wide Band (UWB) at 75-110 GHz,
are able to be beamed at crowds to detect potential concealed weapons being carried by
individuals.

Using the same technology as the American airport TSA scanners, over which there has
been  much  controversy  in  the  level  of  detail  these  scanners  reveal  about  an
individual,  MiRTLE,  provided  by  Radio  Physics  Solutions  (RPS)  purports  to  use  artificial
intelligence (AI) to identify weapon shaped objects without the system revealing the human
body image.

Practically this would make sense, as a human operator seeing a crowd of people imaged
by‘millimetre’  microwaves  would  not  be  able  to  effectively  scan  the  crowd  for  weapon
shaped  objects  or  suicide  vests.  Hence  the  use  of  AI.

Note that  security workers,  particularly  those working at  airports,  have been drilled in
various  PR  talking  points  in  order  to  assuage  public  concerns  on  this  experimental
technology,  including  the  popular  corporate  line  that,  “It’s  perfectly  safe  –  it’s  on
only millimeter microwaves.”

https://www.globalresearch.ca/author/pippa-king
http://21stcenturywire.com/2016/06/05/millimetre-microwaves-artificial-intelligence-scanning-humans-for-weapons/
https://www.globalresearch.ca/region/europe
https://www.globalresearch.ca/theme/police-state-civil-rights
http://www.radiophysicssolutions.com/sites/default/files/files/MiRTLE10_Brochure.pdf
https://www.tsa.gov/
http://www.radiophysicssolutions.com/solutions/mirtle
http://www.radiophysicssolutions.com/
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IMPORTANT POINT: This technology is funded by us, to be used on us. Funded by us, via our
taxes paid out to various UK government departments and police.

The UK Department of Business Innovation and Skills oversees the UK Research Councils,
one of which is the Engineering and Physical Sciences Research Council (EPSRC) who, along
with the Metropolitan Police and the Home Office Scientific Development Branch, funded the
research into this technology as early as 2009 with research starting back in 2004 at
Manchester Metropolitan University by Professor Bowring, Head of the Centre for Sensing
and Imaging at Manchester Metropolitan University (MMU).

“It is designed to work out on the streets and is not (restricted) to a closed,
controlled environment,” Professor Bowring [from Manchester Met University] told BBC
News.

According  to  the  UK  Business  Angels  Association  and  the  Mayor  of  London’s
Office  document  for  the  Smart  London  Investor  Showcase  held  in  March  2016,  RPS  are
working  with  “major UK police forces (including London’s Metropolitan Police),
Counter Terrorism Command & the Home Office (CAST)”.

https://www.gov.uk/government/organisations/department-for-business-innovation-skills
http://www.rcuk.ac.uk/
https://www.epsrc.ac.uk/
http://www.bbc.co.uk/news/science-environment-24941084
http://www.bbc.co.uk/news/science-environment-24941084
http://news.bbc.co.uk/1/hi/8089959.stm
http://news.bbc.co.uk/1/hi/8089959.stm
https://www.london.gov.uk/sites/default/files/mol_smart_london_showcase_programme_web_for_gla.pdf
http://www.tech.london/news/mayor-of-london-smart-london-investor-showcase-applications-open
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(The Smart London Showcase is part of the Mayor of London, Boris Johnson’s, Smart London
Plan, published in December 2013.)

On  the  RPS  website  MiRTLE  apparently  can  be  applied  in  the  following  scenarios:
transportation, schools, private security, government, event security, and defense. Note, the
order is listed as per their website.

Soft  civilian targets first  and military use last,  with the inference that it  keeps the general
population ‘safe’. However, the main agencies interested in these products are not schools
or transport companies, it is the military.

The  Dalton  Institute,  based  at  the  Faculty  of  Science  and  Engineering  at  Manchester
Metropolitan University heading the research, lists “expressions of interest” from the US
Department of Defence, US Army Laboratories and from the US Navy. The Dalton Institute
also go on to say that because of the sensitive nature of the project they have rejected
enquiries from the media apart from two articles the BBC published in 2009 and 2013.

According to the Smart London Showcase RPS are working in conjunction with another
company  called  SeeQuestor,  which  amalgamates  different  CCTV  systems  to  make  ‘dumb’
CCTV  ‘smart’  therefore  enabling  different  systems  to  ‘talk’  to  each  other  This  about
SeeQuestor from the Wired article from August 2015 “One Nation Under CCTV: The Future of
Automated Surveillance”:

New technology could allow police and security services to quickly
analyse CCTV footage to look for movement, faces and track suspects
across the world. By linking ‘dumb’ CCTV cameras to a ‘smart’ online
system, authorities will soon be able to find and track anyone.

Between RPS scanners on the ground and SeeQuestor operating behind CCTV cameras their

https://en.wikipedia.org/wiki/Boris_Johnson
http://www.london.gov.uk/sites/default/files/smart_london_plan.pdf
http://www.london.gov.uk/sites/default/files/smart_london_plan.pdf
https://www.london.gov.uk/what-we-do/business-and-economy/science-and-technology/smart-london/future-smart/introduction-smart
http://21stcenturywire.com/wp-content/uploads/2016/06/EMF.png
http://www.radiophysicssolutions.com/solutions/mirtle/applications
http://www.dri.mmu.ac.uk/case-studies/general_engineering/
http://www.dri.mmu.ac.uk/case-studies/general_engineering/
http://news.bbc.co.uk/1/hi/8089959.stm
http://www.bbc.co.uk/news/science-environment-24941084
http://www.wired.co.uk/news/archive/2015-08/17/one-nation-under-cctv
http://www.wired.co.uk/news/archive/2015-08/17/one-nation-under-cctv
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combined technologies, via AI, would potentially scan crowds of people and assess threat
levels, such as crowds accumulating, street footfall, the ability to pick out faces in crowds,
identify people carrying weapon shaped items and thereby identify persons of interest with
the capability to track them via the security camera network.

Although RPS scanners work in real time SeeQuestor is only able to look at historic past
video data. However according to the UK Business Angels Association and the Mayor of
London’s  Officedocument  for  the  Smart  London  Investor  Showcase  (see  page  14)
SeeQuestor are “a post event video analysis and management tool  to help police and
security  professionals  such  as  counter  terrorism  solve  crimes  and  save  lives  by  finding
people in video data. And is now raising money to develop a real time product,
integrating smart sensors from its partner company – Radio Physics Solutions –
(the only solution worldwide) that can detect threats such as suicide vests and guns, hidden
beneath clothing from a distance of 30-40 metres. For a smart, automated network capable
of identifying threats and the persons carrying those threats, so they can be tracked and
dealt with ahead of time.”

A  fully  automated  really  time  surveillance  system  with  AI  identifying  possible  threat
scenarios, this is the shared vision of RPS and SeeQuestor. Both RPS and SeeQuestor are
funded by investors  through a company called Anglo Scientific,  a  private equity  firm,  with
the boards of directors of both companies comprising of Anglo Scientific employees. Anglo
Scientific  also  own  the  Intellectual  Property  right  of  the  millimetre  microwave  technology,
which now through their investors, RPS are developing.  Professor Nick Bowring and the
other developers at MMU holding the patent for this technology.

We, via our taxes, have invested around £1m for this surveillance system, for a private
equity firm to then set up RPS and benefit from research we paid for. RPS were incorporated
in  2008  byDouglas  Dundonald,  a  director  of  Anglo  Scientific  and  ex  House  of  Lords
Conservative Peer where he held a position on the council of the Parliamentary Information
Technology Committee. Other RPS directors are Vito Levi D’Ancona – Chief Financial Officer
director of Anglo Scientific and Ricky Posner, Non-Executive Director at Anglo Scientific.

Although, RPS are working with the Met Police and the technology is not yet used on us, the
surveillance systems that are ready to be built into our society in the name of ‘smart’ cities
are so very advanced. The FBI and US police are looking at a recently patented integrated
license plate reader (LPR), speedometer, and facial recognition device. Such systems of
course can be integrated with video footage analysis, traffic management and now the new
kid on the block – millimeter microwave scanning.

Where would this ultra wideband microwave scanning stop? Will  this tech be built  into
lampposts to scan us for concealed weapons? Maybe it could be built into the UK Automated
Number Plate Recognition camera network, scanning our cars to see what the contents are?
The  UK  Home  Office  and  police  have  a  track  record  of  implementing  surveillance
technologies without any public or parliamentary debate. Facial recognition is used on the
Police National Database of millions of custody suite images, this was quietly slipped in early
2014, with no discussion or mention in the media. After their use of the biometric facial
recognition technology came to light in late 2014, the Home Office were instructed to report
to parliament early 2015 on their use of facial recognition. As of May 2016 they have not
submitted that report.

The article across at ArsTechnica, which detailed the combined license plate recognition,

https://www.london.gov.uk/sites/default/files/mol_smart_london_showcase_programme_web_for_gla.pdf
http://www.tech.london/news/mayor-of-london-smart-london-investor-showcase-applications-open
http://www.angloscientific.com/
http://www.dri.mmu.ac.uk/case-studies/general_engineering/
https://www.google.co.uk/patents/US8103604?dq=8,103,604&hl=en&sa=X&ved=0ahUKEwiB6qC_mP_MAhWCWxoKHTEoBWQQ6AEIHDAA
http://www.dri.mmu.ac.uk/case-studies/general_engineering/
https://s3-eu-west-1.amazonaws.com/document-api-images-prod/docs/9XLNSLbh5fTHG7zCAX3JieCIgg21Yxz2j9HDsptqGBY/application-pdf?AWSAccessKeyId=ASIAIOTPWDUB3DGX7BJA&Expires=1464172699&Signature=4TqydCd2cMNmuaQ7FPb6dTzxpi0%3D&x-amz-security-token=FQoDYXdzEG8aDCUzlzWbqsYo0y8%2BviKZAyTHi7JxPLrn9FnNflXqpCFczG6gWI2VXZ60HrQ%2BHZ%2BRblVmN%2Fgj2tI39XLLP5CHd%2Fx7Tyg8B0b0Vp5AjbEllxHHkw1d%2B1WpS7p%2BIgl1vSYvuxGX2dd8rJWDRSSoqe9P2CWtRqWMKDQ6i3BxcdcHsK%2BRlkbPZmATx2jp1MJM0dM4IhF4S1IvdZg8vYo9CPrrOER8PSK7s4%2Fo0AUMU4oLas%2BmYmNkdmhfv4uSiFrY%2FpxoVxb%2BYUNc8lb4DER%2BNouzfY%2F3mzBwBXB1QnUUnqQCXLuAS4O3FNx2AH8lqi23Wbil4T%2FRMJzjF90cDsRIV9SkqhAtbAWsYyLV0aw6a%2BudXuiKIR%2FmVutDZTu9Fi5oetUkklT28qLggV8oTn7PPtrLYkXpPzrC47ak4hH2AKFAGwwEI4dJDOTIFkVT5Emzk4l60HxQ6JEJfV7jA5FlrqrUZNqbkxohiWAZ4cFl0z44ewhqSFOYxWKdmwNfJkm3Oxiq2orMgTwCUe6lgZmHdT1n06x2YjI8nPSGcsvFYYnsOksW8MeoDa6PspIomYSVugU%3D
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speedometer and facial recognition has the below video… the vision of the world to come.

.
There seems a lack of transparency when using privacy invasive technologies en masse on
us in society.  A Freedom of Information request was sent to the Metropolitan Police 17 May
2016 on their use of millimetre microwave technology which is due back 15 June 2016.

***
Author and researcher Pippa King is a special contributor to 21WIRE and she is the co-
editor of the public advocacy blog State of Surveillance and founder of the information
portal Biometrics in Schools.

The original source of this article is 21st Century Wire
Copyright © Pippa King, 21st Century Wire, 2016

Comment on Global Research Articles on our Facebook page

Become a Member of Global Research

Articles by: Pippa King

Disclaimer: The contents of this article are of sole responsibility of the author(s). The Centre for Research on Globalization will
not be responsible for any inaccurate or incorrect statement in this article. The Centre of Research on Globalization grants
permission to cross-post Global Research articles on community internet sites as long the source and copyright are
acknowledged together with a hyperlink to the original Global Research article. For publication of Global Research articles in
print or other forms including commercial internet sites, contact: publications@globalresearch.ca
www.globalresearch.ca contains copyrighted material the use of which has not always been specifically authorized by the
copyright owner. We are making such material available to our readers under the provisions of "fair use" in an effort to advance
a better understanding of political, economic and social issues. The material on this site is distributed without profit to those
who have expressed a prior interest in receiving it for research and educational purposes. If you wish to use copyrighted
material for purposes other than "fair use" you must request permission from the copyright owner.
For media inquiries: publications@globalresearch.ca

https://www.whatdotheyknow.com/request/the_use_of_radio_physics_solutio#incoming-814178
http://stateofsurveillance.blogspot.co.uk/p/blog-page.html
http://pippaking.blogspot.co.uk/
http://21stcenturywire.com/2016/06/05/millimetre-microwaves-artificial-intelligence-scanning-humans-for-weapons/
https://www.globalresearch.ca/author/pippa-king
http://21stcenturywire.com/2016/06/05/millimetre-microwaves-artificial-intelligence-scanning-humans-for-weapons/
https://www.facebook.com/GlobalResearchCRG
https://store.globalresearch.ca/member/
https://www.globalresearch.ca/author/pippa-king
mailto:publications@globalresearch.ca
https://www.globalresearch.ca
mailto:publications@globalresearch.ca

